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Set-up for a Netgear DG834G (802.11b & g) ADSL
Router with the Adpro FastTrace

This is a step-by-step guide on the set-up for a Netgear DG834G Router
(Fig. 1) for use with a remote an Adpro FastTrace remote monitoring
CCTV system.

Fig1

Before you can proceed further with this guide you must first

Have your static IP address details including your login username and
password from your Interet service provider.

The set-up has been tested for use with an Adpro FastTrace, but the instructions are generic,
applying equally to other Adpro devices such as the FastVu and FastTX. You will require some
basic networking knowledge and you will need a PC with a LAN connection and two Cat5 patch
lead.

This setup will use the following.IP addressing, Router as 192.168.0.1, Adpro as 192.168.0.2
and the onsite PC as 192.168.0.10 with DHCP- starting from 192.168.0.30

SET-UP Guidelines for the DG843G 802.11b ADSL Router

1. Refer to Fig.2 below, and connect the Netgear Router to your PC/laptop and
the FastTrace via Cat5 patch leads (Not Crossover) to any of the RJ45 ports
on the back of the Router. Ensure that all DSL micro-filters have been fitted
to the BT line main socket and any active BT extension sockets to prevent
interference.

Figure 2

----- 4 54 MbpsWireless ADSL
Firewall Router DGS34G
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2. Setup your PC’S LAN connection to the bellow settings.

Start->Control Panel->Network Connections->Local Area Connection->Properties->Internet Protocol (TCP/IP)

Internet Protocol (TCP/IP) Properties

General |

You can get |P settings assigned automatically i your network supports
this capability. Otherwise, you need to ask your netwark administrator for
the appropriate P settings.

{7 Obtain an IP address automatically
(%) Use the following IF address:

IP address: 192 .168. 0 . 10 |
Subnet mask: | 255 255 . 265 . 0 |
Defautt gateway: | 192968 0 .1 ]

{#) Use the following DMS server addresses:
Prefemed DNS server: [192.168. O . 1 |

Altemate DMS server: | . . . |

| ok || cance |

3. Click Ok (Note Windows 2000 may require a reboot).
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4. Using Internet Explorer login to your routers main screen.
Internet Explorer->http://192.168.0.1->admin->password

/= NETGEAR Router - Windows Internet Explorer

OC- 8 (%) (%] [coca
Google G vicoogd & & B v ¥ Bookmarksw DigeRank |Eﬁ Popups ukayl % Check % Autolink =] AuoFil [ep Send tow 41 () Settingsw

Links E. Customize Links  ¢fp RealPlayer

w o I (& NETGEAR Router

Setup Wizard

Basic Settings
ADSL Settings
Wireless Settings

Logs

Block Sites
Security Service
Parental Control
Firewall Rules
Services
Schedule

E-mail

Router Status
Attached Devices

Backup Settings

Done

Router Status

@ - B @ v b Page - -@Tools o

NETGEAR Wireless ADSL Firewall Router DGE34G

Account Name
Firmware Version

V3.om.25

ADSL Port

MAC Address

IP Address

Network Type

IP Subnet Mask
Gateway IP Address

Domain Name Server

00:0TbS:15:30:17

PPPoA
255.255.2565.255
212.74.111.240
80.225.255.50
80.225.255.58

LAN Port

MAC Address
IP Address
DHCP

IP Subnet Mask

00:0fb5:15:3b:18
192.168.°

an

256255 2550

Modem

ADSL Firmware Version

Modem Status

4.01.02.00
Connected

& Internet # 100% <

5. Proceed to the Setup Wizard top left of the screen.

UK->English->Yes->Next
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6. Enter the relevant information from you internet service provider.
Internet Connection Login->Yes->Account Name->Password->Static I.P->Subnet Mask->Gateway->DNS Servers

(= NETGEAR Router - Windows Internet Explorer

i v || 4y ){I |' £

GDCIglE ICV v | Go di@ 6 @ g - i:f Bookmarks+ @v |9 Popups nkayl "?Check + % Autolink - L_‘
Links E‘ Customize Links  d[p RealPlayer
iF @ | @ NETGEAR Router l_l B - o - [}Page » @} Took

NETGEAR Wireless ADSL Firewall Router DGE34G

Setup Wizard —, Basic Settings

Horsic Set‘lings Does Your Internet Connection Require A Login?

ADSL Settings O Yes
| ®no

Wireless Settings

Logs :
Account Name (If Required) |
Block Sites

Security Service

Domain Name (If Required) | |

C
ficoaltontol Internet IP Address

O Get Dynamically From ISP

Firewall Rules

eivices @ Use StaicIP Address

Seherdile IP Address I T i ]

E-mail
IP Subnet Mask [ ;

Router Status Gateway IP Address l:“:l :

Attached Devices O Use IP Over ATM (IPoA)

Backup Settings IP Address l:’l:l 3

: : P S :
Done & Internet ® 100% -

7. Providing you have entered in correct details you should have a valid

connection to the internet, check your connection using the status screen.
Maintenance->Router Status->scroll down->Connection Status

{= Connection Status - Windows Iri,

el | ¥

Connection Status

[Connecﬁon Time | 00:22:41 - [
| Connecting to Server | Connected I
I Negc;ﬁ;% q T Succe; B i
iAmhenﬁ:?._aI;on Succe_ss |

| Getting IP Addresses | |

|Getﬁng Network Mask | 255.255.255.255

[ Connect ” Disconnect ]

Close Window

& Internet # 100% -
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8. Proceed to Wireless Settings, it is strongly recommended to turn off the
wireless access point if it is not required. If the customer requires this feature
enabled then you must select a security option like WEP 128bit or WPA and
enter an encryption key of your choice.

{= NETGEAR Router - Windows Internet Explorer dclci=li-1p! |:||E||z‘
@}; ~ | htip:/192.168.0.1/setup. caimext_file=start.him | [#2][%] [cocale |[2]-
-.a;oglz Cl+ vicoos) & & B v ¥ Bookmarksw FageRank stbloded_ E‘}ched( = :\-Auho\_ink vi;l_:l-‘n?:iil [ Send o _ —G;S;tﬁngs;
Links @] Customize Links @ RealPlayer

% @ | @ NETGEAR Router l_l -8 = - [ rage + @ Taols v
|

: Wireless Network
Setup Wizard
Name (SSID):. NETGEAR
Basic Settings Channel:
ADSL Settings Mode: gé&b ¥
Wireless Settings [=
Wireless Access Point
Logs Enable Wireless Access Point
Block Sites Allow Broadcast of Name (351D)
Firewall Rules [ wireless Isolation
Services
Wireless Station Access List Setup Access List
Schedule
E-mail . :
Security Options
O Disable

Router Status
Attached Devices

(& WEP (wired Equivalent Privacy)
O WPAPSK (Wi-Fi Protected Access Pre-Shared Key)

Backup Settings

C WPA-802.1x
Set Password
Diagnostics WEP Security Encryption
B | Authentication Tvoe: Automatic b

& mnternet # 100% -
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9. Proceed to LAN IP Setup and enabled the DHCP Server and set the starting IP
address as 192.168.0.30 and click apply.

LAN IP Setup

LAN TCPIP Setup
IP Address [192 |.[168 |Jo |.h

%]
n
Ln

IP Subnet Mask | |[255 |.[2s5 |.|]o

RIF Direction
RIP Version
ECH

Use Router as DHCP Server
Starting IP Address [292 |.[2e8 |.|o

Ending IP Address [202 |.|168 |.jo  |.|]254 |

Address Reservation
| | = | IP Address | Device Hame | MAC Address |

| Add || Edit || Delste |

[ Apply ][ Cancel ]
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10.Proceed to Services, for the Adpro FastTrace to work behind the NAT firewall
we need to create two additional rules using ports 15000 — 15007 TCP and

15000 — 15200 UDP follow the next two screen shots.
AdproTCP->TCP->15000->15007->Apply

(CaEe) O

%9 NETGEAR Router - Mozilla Firefox
File Edit View Go Bookmarks Tools Help g 3

€& »>- 000 ¥ @« G | §

Google ~ v <|> |Gl search ~ g2 PageRank 8¢ chee » R autotink ] Autoril [ subseribe ~ @3 options &

//——— ‘o NETGEAR Wireless ADSL Firewall Router DGE34G
5| & )2

Setup Wizard | Add Services

Basic Settings Service Definition

ADSL Settings Mame: |EdproTCP

Wireless | Type: TCP i
Settings
Start Port: 15000

Finish Paort: 15007

Logs
Block Sites

Security Service |

|

Parental Control
Firewall Rules
Services
Schedule

E-mail

Router Status

Attached
Devices

Backup Settings

Adpro Page 7 of 17



AdproUDP->UDP->15000->15200->Apply

) NETGEAR Router - Mozilla Firefox

File Edit WVew Go Bookmarks Tools Help

€& »-S0R0O

Google - w <|> [Gl search - g PageRank 4Be oy - Sig

NETGEAR Wireless ADSL Firewall Router DGE34G

Setup Wizard | Add Services

Basic Settings Service Definition

ADSL Settings Name: EdproUDP

Wireless _| Type D

Settings
Start Port 15000

Logs Finish Port: 15200
Block Sites

Security Service [

Parental Control

=
)
£

Firewall Rules
Services
Schedule

E-mail

Router Status

Attached
Devices

Backup Settings

11.0nce both rules are added they should be shown within the Service Table as
below.

Services

Service Table

Service Type Ports
(] 1
) 2
@ 3
(] 4 AdproTCP (TCP) 15000 - 15007
[} 5 AdproUDP (UDP) 15000 - 15200

[ Add Custom Service ][ Edit Service ][ Delete Service ]

12.Now proceed to the Firewall Section.
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13.Now you need to add two new Inbound Service for the new Adpro Services we

have previously created.
Inbound Services->Add->AdproTCP(TCP:15000,15007)->Always->192.168.0.2->Any->Always->Apply

Inbound Services

Senice | AdproTCP(TCP:15000,15007) v
Action |ALLOW always by ‘
[292 ||168 |0 |2 |

Send to LAM Server

WaM Users | Any w |
st [ L L
wisn [ [ [ |

[ Apply ” Cancel

Inbound Services->Add->AdproUDP(UDP:15000,15200)->Always->192.168.0.2->Any->Always->Apply

Inbound Services &3

Senvice | AdproUDP({UDP:15000,15200) b |

Action | ALLOW always b |

3end to LAN Server |192 |'|163 '|0 ||2 |

WAN Users
o[
o[
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Apply the settings and proceed to the Remote Management.

Apply->Scroll Down->Remote Management

Firewall Rules

Outbound Services

= Enable Service Hame Action LAM Users VUIAN Servers Log
Default Yes Any ALLOW always Any Any Mever
[JAddi] [ Edit |[ Move |[ Delete |
Inbound Services
=2 Enable Service Name Action LAN Server IP address VWAN Users Log
o 1 AdproTCP ALLOW always 192168.0.2 Any Alweays
[ 5} 2 AdproUDP ALLOW always 192168.0.2 Any Always
Default| Yes Any BLOCK always Any Any Mever

[ Aadd |[ Edit |[ Move |[ Delete |

[Apply ] [ Cancel ]

15.Turn on the Remote Management; this will enable you to administer the

router remotely, once completed proceed to the Set Password.
Turn on Remote Management->Everyone->8080->Apply

Remote Management

Turn Remote Management On

Remote Management Address:
hitp:ivourStaticiPAddress: 8080

Allow Remote Access By:
O 2nly This Computer: | || || || |

O IP Address Range : mei |! || !| |
To |-| I |-| |

@® Ewveryone

Port Humber: ELED]

[ Apphy ][ Cancel ]

To connect to your router from a remote site load your web browser and type the following

http://YourStaticlPAddress:8080

You will be prompted for your username and password.
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16.1t is recommended for you to change the default password especially if you
have enabled the Remote Management so unauthorised users can’t change any

settings.
Old Password->New Password->Repeat New Password->Apply

Set Password

01d Password ||

Mew Password |

Repeat Mew Password |

Administrator login times out after idle fnrirg' |minutes.
1

[ Apply ][ Cancel ]

TiP
Write the new password underneath the router so your colleagues can access the router in

your absence.

17.You can now Logout of your router via the Logout button located at the
bottom of the screen.

18.You will now need to Setup your Adpro FastTrace to do this we need to
temporarily change the PC’S LAN connection to the bellow settings.

Start->Control Panel->Network Connections->Local Area Connection->Properties->Internet Protocol (TCP/IP)

Internet Protocol (TCP/IP) Properties

General |

You can get |P settings assigned automatically  your network supports
this capability. Ctherwise, you need to ask your network administrator for
the appropriate |F settings.

() Obtain an P address automatically
(&) Use the following IP address:

P address: [192.168. 1 . 10 |
Subnet mask: 2. 2%, 255 ., 0. |
Default gateway: R TER T 1__i

(%) Use the following DNS server addresses:

Prefemsd DNS server: EECRIER
Altemate DMNS server: [ . . .
[ ok ][ cancel |

19.Click Ok (Note Windows 2000 may require a reboot).
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20. You Will now need to install the Video Central Lite software onto the
customers PC you must temporarily allow the system to accept incoming

alarms.

This wizard will guide you through the installation.

.~ Tocontinue, click Next

ADPRO @ Video Central

Lite
Version 10.01.00 Build 0006

| MNext > | Cancel

21.Select Yes to receive alarms.

Note

Once the Adpro FastTrace has been fully setup you-must-uninstall the software then
reinstall and select No to receive incoming alarms, if this is not and the customer leaves the
software running whilst the system is set no alarms will be sent to the CCTV monitoring
centre. To check if this has been done go to database administration and select your site you

should only have an observer password available.

Video Central Setup Wizard le

Transmitter Alarm Management

Alarms can be received from a Transmitter

Do you want Video Central to answer incoming calls and receive alams?
A Video Central dongle must be connected to the PC to receive alams

+ Yes
" No

"Yes' must be selected to access setup mode on Unit.

< Back | MNeact | Cancel
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22.Tick the Network Adaptor under Network Devices.

Video Central Setup Wizard

Communication Devices
Mominate which communication devices to use when connecting to remotehy

located transmitters.

Select 1 device.

Metworking Devices:

LA &2

Telephory Devices:

@ If an installed device is not displayed abowve, check it's configuration in control
panel.

< Back | Neact | Cancel

23.Accept the warning message about the required dongle as this is not required.

Video Central Lite : Dongle Required

Video Central detected the Lite dangle is not attached to your PC.

2
-
Videa Central Lite will not answer any incoming calls until the dongle is
attached to your PC. Operation in this mode is not suitable for alam verification.

Video Central Lite can still initiate calls to transmitters.

Do you accept this condition of operation?

fes Mo
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24.0nce the software has fully loaded proceed to Database and then select
Administration then Configure Sites, you should have the same as the below
setup. Ensure that your communications has been setup for network and is set
as the default connection.

Site configuration

Site l Events l SitePulse ] Notification l Contact ] Location ] Images l Fa: 4|

PR /.5 TRACE] Name |FastTrace default site
CM5 Password lmzi
Transmitter Type |FastT|ace,-’Fasth j
Save audio/video data to database | |
Communications
Defaut v
P Address | 192.168. 1 . 1
OK | Cancel |

25.Click Exit and click on the connect icon top right select your default site and
click Ok, once connected proceed to Connection and select the Installer Menu.

26. Change the Site ID and relevant passwords as instructed by your CCTV
monitoring centre.

>+ FastTrace User Settings ’ﬂ

Categom

Site Details
Site 1D

Dated/Time Settings
Licensing

B Enménalﬁnt?:mm Observer Password
[=- Conmected E quipment |

Cameras

Monitar ChS Password

Transaction Devices |
Transparent Data Port

Blarm Inputs

Caritral Outputs Coppright Details

Audia Wersior: 2.03.00 Build 0007
Lirming/Dizarming

=+ Operational Behaviour
Mracational Mads: i
I i

Infarmation and Help

Copyright: Copyright @ 2008 by Vision Fire and Security

Basic information about the site for
ideo Central to be able to accessit.
Matching details must be entered into

the Video Central Database.

Save to FastTrace Save toFile. | Load fram File. | Dizcard all changes
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27.Proceed to Communications and select the Call List, enter the provided IP
addresses of your CCTV monitoring station then click Ok.

Call List Settings = x|
Connection Attempts
ar =l

i Connection Separation [zecands)

.|5

i Call List

[ Addto list.. ]

Fermowe from st |

QK. I Cancel |

28.Proceed to the Ethernet Settings and change the IP address to 192.168.0.2, keep
the Subnet Mask the same 255.255.255.0 and change the Default Gateway to
192.168.0.1 and click Ok.

Ethernet Settings ; ; |

IP Address for thiz unit

Subnet Mask
| 255 255 255 : D

Default G ateway

| 192 . 168 .

Yidea Data Rate [hits/zec]

|FuLL |
0k | Cancel |

29. Save the settings to the FastTrace, the software will then be disconnected, close
Video Central Lite.
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30.Setup your PC’S LAN connection back to the bellow settings.

Start->Control Panel->Network Connections->Local Area Connection->Properties->Internet Protocol (TCP/IP)

Internet Protocol (TCP/IP) Properties

General |

You can get |P settings assigned automatically if your network supports
this capahbility. Ctherwise, you need ta ask your networle administrator for
the appropriate IF settings.

{7 Obtain an IP address automatically
{#) Use the following IP address:

IP address: 192 .168. 0 . 10 |
Subnet mask: | 255 . 255 . 255 . 0 |
Default gateway: | 192168 0 .1 |

T
(!
|
T

o

(%) Use the following DNS server addresses:
Prefemed DNS server: (192 .168. of . 1 |

Altemate DMNS server: | . . . |

| ok || cancel |
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31.Launch Video Central Lite, Once the software has fully loaded proceed to
Database and then select Administration then Configure Sites, you now need to
change the settings for your site. Change the default IP address to 192.168.0.2
and change the Site ID and CMS password to the same as you entered into the
FastTrace.

Site configuration

Site } Events ] Site Pulse ] Motification ] Contact ] Location ] Images ] Fas 4|

Site 1d Name |YOUR SITE NAME
CMS Password |CMD PASS
Transmitter Type |FastT|ace,-’Fasth ﬂ
Save audio/video data to database I

Communications

Default [+

IP Address | 192.168. 0 . 2

oK | Cancel |

32.You can now connect to your FastTrace and continue to commission the
system, once you have completed you must uninstall Video Central Lite from
the customers PC and reinstall but selecting No to receive alarms as mentioned
in paragraph 21.

Paul Smith, www.CCTV4all.com

E-Mail: plsmith6@aol.com

Compiled: Wednesday, 27 December 2006
Revised:
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